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ADMINISTRATIVELY CONTROLLED
INFORMATION (ACI)

THIS INFORMATION MAY BE EXEMPTED FROM DISCLOSURE BY
STATUTE, INCLUDING INFORMATION EXEMPT FROM DISCLOSURE
BY THE FREEDOM OF INFORMATION ACT EXEMPTION CRITERIA

DEGREE OF PROTECTION: When not under the continuing control
and supervision of a person authorized access to such material, it
mustbe, at a minimum, maintained under locked conditions.
Handling, storage, and reproduction must be in accordance with
applicable Executive Orders, statutes, and agency implementing
regulations, Keep access and reproduction ta the absolute minimum:
required for mission accomplishment.

VIOLATIONS AND SANCTIONS: Individuals may be subject to
administrative sanctions if they disclose information designated ACIL.
Sanctions include, but are not limited to, a waming notice,
admonition, reprimand, suspension without pay, forfeiture of pay,
removal or discharge.
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ESDIS Security Vulnerability Waiver Request Form

(Please complete the yellow section and submit to ESDIS Security)

Contact Information:


ivvsecurity@eos.nasa.gov (PKI/PGP sensitive information) 
Phone:  (301)286-6366/4795

(To be filled in by ESDIS Security Officials)

------------------------------------------------------------------------------------------------------------

	
	

	Date Submitted:
	     

	
	

	Element Name:
	     

	
	

	SPOC Name:
	     

	SPOC Phone Number:
	     

	SPOC E-mail Address:
	     

	SPOC Mailing Address:
	     

	SYSTEM NAME
	     
	IP Address(s)
	     

	Vulnerability Name:
	     

	Description of Vulnerability:

	     

	Justification:  (e.g.: LDAP Port is blocked at the border)

	     

	Line Manager Signature:
	

	Date:
	
	


	
	

	Date Received:
	     

	ESDIS Security Analyst Assigned:
	     

	Analyst’s Comments:

	
	     
	

	ESDIS Security Analyst Signature:
	

	
	
	
	
	
	

	Date:
	     
	Concur
	 FORMCHECKBOX 

	Don’t Concur
	 FORMCHECKBOX 


	
	
	
	
	

	Chief Security Officer Signature:
	

	
	
	
	
	
	
	

	Date:
	     
	Approved
	 FORMCHECKBOX 

	Not Approved
	 FORMCHECKBOX 


	
	
	
	
	
	

	ESDIS Project Management Official Signature:  
	

	Date:
	     
	
	
	

	
	
	
	
	


	
	
	
	

	Waiver ID:
	     
	Date Approved
	     

	
	
	
	

	Type (select one):
	1:  FORMCHECKBOX 

	2:  FORMCHECKBOX 

	3:  FORMCHECKBOX 


	
	
	
	

	Type 1=Temporary (4-6 mos)   Type 2=Long-Term (7-36 mos)   Type 3=Permanent ( 36+ mos.)

	
	
	
	

	Estimate Resolution Date:
	     
	

	
	
	
	
	


------------------------------------------------------------------------------------------------------------

(To be filled in by ESDIS Security Officials)
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